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ABSTRACT Electronic Medical Images (EMI) have grown with the increase in population. EMI are used for
medical diagnosis for medical emergencies hence, they should be correct and clear for accurate diagnosis.
In general, EMI are of varying sizes and dimensions. The aim is to enhance the security and privacy of
EMI with reduced computational time while dealing with a larger and varying-sized data set. Reducing
computational time will make the method suitable for real-time applications (RTA). Hence, a data set of
5856 secret X-ray images all varying in dimensions, total sized up to 1.16 GB, are applied with a hybrid
of steganography and cryptography. Here, one X-Ray image is taken at a time then hidden into a single
cover image using Edge-based steganography and then encrypted using five layers of cryptography. Various
performance evaluation tests such as Structural Similarity Index Metrics (SSIM) achieved a value close to
1 which is the preferred value, Peak Signal-to-Noise Ratio (PSNR) is 82.51967 dB which is good, Mean
Square Error (MSE) is 5.6E-09 which is close to zero indicating no addition of noise in the retrieved X-ray
images, the Correlation (R) is 1. Therefore, the extracted image is the same as the original X-ray images,
while remaining tests such as RMSE, Entropy, KLD, BER, SNR, CV, MAPE, PRD, etc. achieved good results.
The computational time is measured by the Encryption Time (ET) is 0.37 seconds while the Decryption Time
(DT) is 3.9275 sec. Thus, it can be concluded that a hybrid method (HM) could be implemented for RTA.

INDEX TERMS Electronic medical images (EMI), security, privacy, cryptography, steganography.

I. INTRODUCTION
Electronic medical images (EMI) are growing with the
growth in population. EMI users have also grown because
of its features such as flexibility, scalability [1], easily
accessible, reduced time [2], ease to use any time, any
place, reduces retesting time, and cost, etc. EMI consists

The associate editor coordinating the review of this manuscript and

approving it for publication was Rahim Rahmani .

of confidential information such as body part, medical
history, disease description, diagnosis, patient’s personal
and payment details which should be kept a secret [3].
Electronic Medical Images (EMI) are Magnetic resonance
imaging (MRI) [4], X-ray [5], [6], computed tomography
(CT) scan [4], Electrocardiogram (ECG) [7], [8], [9].

Doctors use EMI for medical diagnosis and researchers use
them for the development of machine learning algorithm [3]
which help in early prediction of diseases, etc. In Pharma
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companies, researchers use them to enhance already available
medical treatments. They are also used by insurance agencies,
doctors, government agencies, academic researchers, and
genome registry [10]. As such the EMI need to be accurate,
correct, valid, readable, and understandable for correct
diagnosis [11].

The authors in [10] discussed the potential risks/threats [12]
faced by them such as phishing attacks, malware attacks, low
vision spot encryption, cloud threats, and insider attacks [2],
[13], [14], [15], [16], [17]. Thus, the security of EMI needs
to be enhanced from hackers [17], [18] and attackers [3].
This research work is motivated as changes in retrieved

EMI could lead to incorrect diagnosis or even death [11].
Hence, to enhance security while ensuring privacy [14], [19],
[20] of EMI while reducing the encryption and decryption
time [21], [22] is an important aspect [2]. As already existing
algorithms lead to noisy EMI as output [23]. Therefore,
an implementation of hybrid [22], [24], [25] of edge-based
steganography [9], [26], [27] with five layers of cryptography
on EMI were performed here.

A. RESEARCH CONTRIBUTIONS
The major contribution of this research work has been listed
below:
• Tabular study of the recent literature work conducted for
securing EMI.

• To deal with a larger data set ofEMIwithout normalizing
their size to such that would render them unclear
or non-understandable for future medical diagnosis.
Therefore, dealing with diverse, varied sized, and
different dimensioned EMI [2], [21] which retains their
quality after retrieval.

• Implementing a hybrid [1] of EBS [27] with five layers
of cryptography on EMI while reducing computational
time-based complexity [20], [28], [29]. Implementing a
hybrid method will ensure that the properties of both
cryptography and steganography have enhanced the
security of X-ray images. Hence increased resistance
against various kinds of attacks [16].

• As EMI image quality is important as they are often
used to make decisions in medical emergencies. While
reducing computational time and retaining EMI image
quality helps practitioners timely make better and
correct medical decisions.

• Checking the validity of the hybrid [24], [30] of EBS and
five-layer cryptography method by performing various
evaluation tests such as SSIM, PSNR, MSE, etc. [31],
[32].

This research work is organised into the following sections:
Section II gives a tabulated understanding of the current
state of research work done for securing EMI with its
details on the data set, and the programming language used
by the researcher. Section III discusses the hybrid method
(HM)algorithm with its flowchart. Section IV details the
experimental results achieved after implementing HM on

TABLE 1. Research study based on programming language and used data
set.

6 cover images hidden with 5856 secret X-ray images based
on the ET and DT. Section V the values achieved by HM
for various performance evaluation tests such asMSE, PSNR,
SSIM, R, etc. Finally, the conclusion and Future scope have
been discussed.

II. LITERATURE STUDY
In Table 1 the literature is studied based on the programming
language used in the hybrid method (HM) and by other
researchers with details on the data set with sizes of EMI that
have been secured.

In [11] Python programming language was used. Table 1
researchers of [4], [29], [35], [36], and [37] have normalized
EMI to dimensions of 256× 256, 512× 512, 699× 911, and
lesser. Here the data set which is originally of varying sizes
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TABLE 2. Literature study.

and dimensions X-ray images [38] are normalized if their
dimensions are greater than 500 × NAN. It can be deduced
that most of the previous researchers have used MATLAB
as their programming language except for [1] where Python
was used. Table 1 summarises that [17] has used 6 EMI, [3]
used 50 EMI, [34] used 5 EMI, [37] with 32 EMI, etc. which
are lesser in number compared to 5856 X-ray images used
in this research work. Authors of [4] have mentioned the
need for a method which could deal with a large number of
different-sized EMI. The literature study that helps formulate
hybrid method (HM) has been tabulated in Table 2 based on
the research goal that led to their research, results achieved
after implementing the proposed method, proposed work
that they have implemented, and future suggestions made by
them.

Table 2 shows that previous researchers worked towards
enhancing the security of EMI while it is being transmitted
or stored on third-party storage. Conventional methods such
as the Rivest-Shamir algorithm (RSA), stacked autoencoder
(SAE), secure hash algorithm (SHA), advanced encryption
algorithm (AES) elliptic curve cryptography (ECC), Discreet
wavelet transform (DWT), and least significant bit ( LSB).
These conventional methods are well known to all, easy to
detect, and vulnerable to attacks but are time-consuming and
thus complex to implement [39].

The total time taken to hide 5856 X-ray images into
cover image using Edge-based steganography (EBS) was
2.0514 minutes while Block-based steganography (BBS)
was 9.112 min [27]. This research is motivated to reduce
computational time-based complexity hence EBS is selected.
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FIGURE 1. Flowchart of hybrid method.

The combination of (EBS) with five-layered cryptography
enhances the security and privacy of EMI. Reducing
time-based complexity will help its users to refer X-ray
images in real-time.

III. HYBRID METHOD (HM)
HMmethod combines (EBS)with five layers of cryptography.
The working, of EBS with five layers has been explained in
this section. Implementing steganography enacts the proper-
ties of steganography such as tamper resistance, robustness,
imperceptibility, payload capacity, and secrecy while cryp-
tography ensures authenticity, integrity, confidentiality, non-
repudiation, privacy, and reliability properties [40]. The noisy
and white background cover images were created using the
online photo editing tool Pixlr.com available online at [41].
HM algorithm is discussed in Algorithm 1 while its flowchart
is shown in Figure 1.

A. DATA SET USED
This research deals with 5856 secret X-ray images in JPEG
format differing in dimensions and sizes. These have been
downloaded from the online database Mendeley [38]. A few
X-ray images are shown in Figure 2. The 6 JPEG cover
images are shown in Figure 3. These cover images were
downloaded from the online public database.

B. EDGE-BASED STEGANOGRAPHY (EBS)
For edge detection, the green component of the white
background cover image is loaded. With the help of
MATLAB’s inbuilt edge function, the method ‘‘Prewitt’’ is
used at threshold 0.025 the edge pixel values are found.
These pixel values are saved into two 1D arrays say row
and column. Figure 4 shows a cover image in a white and
noisy background. It also highlights the edge position on the
white cover image. These edge positions are used on the noisy
coloured cover image to locate the edge pixel and is the same
across all RGB components. The condition for HM is that the
cover image should have more region of interest towards the
y-axis. Therefore occupying more area vertically.

The noisy cover image is loaded into variable array sayA.A
is further divided based on RGB components and saved into
variable arrays AR, AG, and AB. One of the 5856 greyscale
X-ray image is loaded into 2D array say X. Then X is resized
to 500 to NAN with respect to the aspect ratio of the original
image. This is done when the row size is greater than 500. X is
converted into a 1D array say XA. Then one row and column
value are used to pinpoint the same edge position on all
three components. The data is hidden from the edge position
towards the noisy background in the cover image. An equal
amount of data from XA is hidden across all components for
all edge positions.

After hiding all the elements of XA. The three components
are combined into one coloured image. This stego-image is
encrypted using five layers of cryptography.

C. FIVE LAYERS OF CRYPTOGRAPHY
The stego-image generated after EBS is applied with five
layers of cryptography. Here these five unique layers of
cryptography have been discussed in detail.

Layer 1: Initial Permutation (IP): In IP a random row
wise scrambled array of size 1080 × 1080 is created. It has
1080 rows and 1080 columns. Each row has index values
ranging from 1:1080. Each row values are randomized and
the table created is called IP table. The IP table is used as
a substitution table for the previous stego-image. This layer
causes diffusion [42] of pixel values. IP table is obtained once
initially and used for all components and all 5856 X-ray
images. This IP table will be sent to the receiver to retrieve
the hidden X-ray images. In Figure 5 a 6 × 6-pixel values
table is used as an example to illustrate the proper working
of IP layer. It should be noted that the actual dimensions of
the stego-images are 1080 × 1080 × 3 while the IP table
is 1080 × 1080. The 3 is for the RGB components of the
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FIGURE 2. Few X-ray images from the data set of 5856 X-ray images.

FIGURE 3. 6 Cover images used for hiding the X-ray images.

coloured stego-image. The same IP table will be used on all
components as well as for all 5856 X-ray images hidden one
at a time into the cover image. But the IP table will vary for
the different cover images.

Layer 2: Circular Right Shift (CRC): The output image
achieved after implementing layer 1 acts as input. The image
components are divided into left half and right half each

dimension 540 × 1080. Here 540 is the number of columns
whereas 1080 is the number of rows. Thus, a total of 6 halves
are created. The first four columns on the left side of all 6
halves are shifted circularly right. Figure 6 for a matrix size
6 × 6 is applied with a circular right shift by 4 columns.
Layer 3: XOR: Here the left half is XOR with the right

half of the output from layer 2. This resulting image will
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FIGURE 4. White and noisy background cover images, the edge’s
locations.

FIGURE 5. Showing the IP table and method implemented in the layer 1.

FIGURE 6. Working of layer 2 cryptography.

now become the new left half. The old left half will become
the new right half. This is repeated for the remaining two
components. A diagrammatic explanation ofXOR can be seen
in Figure 7.

Layer 4: Even-Odd Interchange: Here the new left and
new right half of the image are combined into one component
having a size of 1080 × 1080. The remaining component
halves are combined into one component. Then each even
column is interchanged with odd columns and vice-versa.

FIGURE 7. Working of layer 3 of cryptography.

FIGURE 8. Working of layer 4.

FIGURE 9. Layer 5 of cryptography.

This is done to all components. Figure 8 simplifies the
working of this layer.
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Algorithm 1 HM Algorithm
1: Input: 6 Cover Images Ci (i = 1, 2, . . . , 6) each of

size 1080 × 1080 × 3, 5856 Secret X-ray images Xj
(j = 1, 2, . . . , 5856) of varying sizes, all in JPEG format

2: Output: 5856 stego-crypto images Sj (j =

1, 2, . . . , 5856) as noisy images in PNG format

3: Step 1: Load a white cover image C . Find the edges
towards the noisy region and save them into array
variables row and column. Initialize count← 0.

4: Step 2: Load an X-ray image X from the dataset
of 5856 X-ray images. Convert X into a 1-D array h.
Increment count← count+ 1.

5: Step 3: Load a noisy cover image C . Divide it into Red,
Green, and Blue (RGB) components: tr, tg, and tb.

6: Step 4: Find the edge by using one pixel position across
row× column. Hide a group of elements of h into the
edges towards the same rows of tr components on the left
side, then continue the same for tg and tb on the right
side.

7: Step 5: Implement five layers of cryptography:
8: (a) Initial Permutation (IP): Use a random row-based

substitution table to diffuse pixel values.
9: (b) Circular Right Shift (CRC): Divide into left half

and right half, then perform CRC by four columns on
these halves.

10: (c) XOR: Create the new left half by XORing the
previous left and right half, while the new right half is
the old left half.

11: (d) Even-Odd Interchange: Interchange even columns
of the image with the odd columns to introduce
confusion [43].

12: (e) Final Permutation (FP): Perform the substitution
using the reverse of the IP table.

13: Step 6:The final image generated is a stego-crypto image
S.

14: Step 7: If count < 5856, go to Step 2.
15: Step 8: End.

Layer 5: Final Permutation (FP):Here the same IP table
of layer 1 is used again as a substitution table. The working
of this process can be better understood with the help of
Figure 9.

The above hybrid of steganography and cryptography
will generate crypto-stego images which can be saved on
insecure storage or transmitted over insecure communication
channels. A few of these crypto-stego images are shown in
Figure 10. These crypto-stego images are applied with the
reverse of HM to retrieve back the X-ray images.

IV. EXPERIMENTAL RESULTS
The experiment results were achieved using MatlabR2021a
programming language on 12th Gen Intel Core i 7, 2.30 GHz,

RAM 16.0 GB, and Windows 11. Table 3 shows cover images
with the same X-ray images as the secret image, the output of
implementing the HM, and the extracted X-ray image.

A. ASSUMPTIONS
All six cover images are coloured in JPEG format. Their
dimensions are increased to 1080× 1080× 3 using the online
photo-editing tool Pixlr [41]. Each cover image has more
region of interest in the vertical direction, this condition is
necessary for smooth implementation of HM (Thus, the area
of the cover image should be lengthier towards the y-axis than
the x-axis.). On changing the cover image dimensions HM,
the secret X-ray image in some cases, is not properly hidden
or will result in secret image quality loss. X-ray images are
used for medical emergencies thus loss in the quality of X-ray
images would render them useless for medical diagnosis.
After testing it was found that changing the dimensions of the
cover image decreases its embedding capacity significantly
while the dimensions 1080 × 1080 × 3 is an optimal choice
for the cover image. Two sets of cover images are created one
on a white background and the other on a noisy background.

The 5856 secret X-ray images are downloaded from
Mendeley [38] and are all in JPEG format. Before embedding
if their size is greater than ( 500 × NAN) (NAN is used
to show that only one dimension is considered) then they
are normalized to the same and are applied with HM. At a
time only one X-ray image is hidden in the cover image.
In case the number of input X-ray images is increased beyond
5856. Then the total time which was earlier in minutes could
increase to a few more minutes or even an hour as per the
increase in count. The largest dimension of X-ray image is
1408 × 1304 if it is also increased then during EBS the
dimensionswould be normalized. TheHMwill work properly
for both cases and yield results appropriately.

B. COMPUTATIONAL TIME
The computational time of HM measures the time-based
complexity of the algorithm. In Table 4 average encryption
and decryption time for 5856 X-ray is tabulated for all 6 cover
images.

1) ENCRYPTION TIME (ET)
ET is the time taken to implement HM. Thus, time taken to
generate crypto-stego images.

2) DECRYPTION TIME (DT)
DT is the time taken to retrieve back the secret X-ray image
from the cover image or reversing HM.

The maximum(Max.), minimum (Min.), average(Avg. ),
and total ET and DT have been mentioned in Table 4.
Table 4 it can be concluded that for cover image 1 the
least amount of time is taken to perform HM encryption and
decryption.

Table 4 it can be deduced that image 1 has signifi-
cantly reduced encryption and decryption time. Thus, the
time-based complexity for cover image 1 is less than the
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FIGURE 10. Crypto-stego images after hybrid method (HM).

remaining 5 cover images. Table 5 compares [1], [3],
[17], [29], [34], [35], [36] with HM based on average
values.

It is to be noted that all papers cited in Table 5 have
mentioned average time. The average value of the cited
papers is compared with the minimum average value of HM
achieved for all 6 cover images. In Table 5 the computational
time ET and DT are mentioned in seconds(sec). The average
ET for HM is 0.37 sec while the DT is 3.9275 sec which is
good. The HM retrieved back the X-ray image and that too
in the original dimensions. As HM was able to reduce the
time taken. Thus, HM can be implemented for securing EMI
in real-time through real-time applications on the Internet.
EMI which will be accessed in case of medical emergencies
will retain their image quality and would result in correct
diagnosis.

C. SIZE COMPARISON
In this research work, a size-based comparison of the before
and after implementation of HM. The 5856 images had a size
of 1236482806. These images are then applied with HM and
saved in PNG format. The size achieved has been tabulated
in Table 6.

V. PERFORMANCE EVALUATION TESTS
Various performance evaluation tests such as Mean square
error (MSE), Peak signal to noise ratio (PSNR), Structural
similarity index metrics(SSIM), Signal to noise ratio (SNR),
Number of pixel change rate (NPCR), Unified average
changing intensity (UACI), Root mean square error (RMSE),
Embedding rate (ER), Pearson correlation (R), Kullback-
leibler divergence (KLD), Bit error rate (BER), Entropy
(E), Mean absolute percentage error (MAPE), Percentage
residual difference (PRD), and Co-efficient of variation (CV)

are tested out for the validation of the HM. These tests
have been discussed in this section along with their attained
values.

A. MEAN SQUARE ERROR (MSE)

MSE =
m∑
i=1

n∑
j=1

c1 (i, j)− c2 (i, j)
m× n

(1)

In (1), (2), (3), (4), (5), (6), (7), (8), (9), (10), (11), (13),
(14), (15), (16), (17) here c1 is the original X-ray image
while c2 is the extracted X-ray image, L is M × N where M
and N in (8) are the dimensions of the X-ray image. Thus,
in (11), (13) L is the total number of pixels in X-ray image.
In (2) max is the highest possible pixel value in the original
image. In (3), (9) µx , µy are the averages of the decipher
and original X-ray image, while σx , σy measure the variance
in the deciphered and original images. In (12) P(ci) represent
the probability. (1) to (17) are used using HM method taking
6 cover images for various performance test which are plotted
in Figure 11, Figure 12, Figure 13, Figure 14, Figure 15,
Figure 16, Figure 17, Figure 18, Figure 19, Figure 20,
Figure 21, Figure 22, Figure 23, Figure 24, Figure 25
below.

Figure 11 below shows the MSE value for the 6 cover
images. While Table 7 compares the MSE values of HM
with [3], [17], and [33]. Table 7 compares the original and
extracted X-ray images one at a time for a set of 5856 X-ray
images for HM. Achieving UACI value is 7.43E-10, NPCR
is 95.59, Entropy is 7.84, MSE is 5.6E-09, PSNR is SSIM is
0.9999, and R is 1. This paper compares the retrieved with its
original while cited papers have compared the stego-image
with the cover image to achieve UACI and NPCR test
values.
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TABLE 3. X-ray images with 6 cover images before and after implementing HM.

TABLE 4. Computational time comparison achieved after implementing hm on 6 cover images.

MSE value is achieved by comparing the original
X-ray with the extracted X-ray image. Here extraction means
reversing five layers of cryptography and then reversing EBS.
Lower MSE value is preferred. Image 5 has the lowest MSE

value of 5.6E-09 as depicted in Figure 11 below. As [3] had
achieved the preferred value for HM MSE value is 5.6E-0.9
is also great. MSE indicates that retrieved and original X-ray
images are the same.
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TABLE 5. Computational time-based comparison with cited work.

TABLE 6. Size comparison of data set of 5856 X-ray images after implementing HM.

FIGURE 11. Minimum MSE value plot for 6 cover images using HM.

TABLE 7. , NPCR E, MSE, PSNR, SSIM, and R values comparison with the cited paper.

FIGURE 12. Maximum PSNR value plot for 6 cover images.

B. PEAK SIGNAL TO NOISE RATIO (PSNR)

PSNR = 10 log10
max2

MSE
(2)

Figure 12 below plots the comparisons of 6 cover images
for HM. Table 7 and Table 8 depicts the statistical test values
of HM and compares them with cited work [3], [17], [29],
[33], [36]. A high value of PSNR is preferred [29].
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TABLE 8. MAE, PRD, CR, SNR, RMSE, BER, KLD, FSIM, and Cv comparison of the HM with cited literature.

FIGURE 13. 6 cover images SSIM value plot.

FIGURE 14. SNR value comparison for the 6 cover images for the same data set.

FIGURE 15. Maximum NPCR value for 6 cover images.

As per Figure 12 depicts the cover image 5 has good PSNR
value of 82.51967 dB. Table 7 the HM has better PSNR value
of 82.52. Hence the retrieved X-ray image has some noise

added to it but is far better when compared to other cited
works. In [3], [29], and [36] the PSNR value is achieved by
comparing the stego-image with the cover image.
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FIGURE 16. UACI value comparison for 6 cover images.

FIGURE 17. RMSE value comparison for the 6 cover images on the same data set.

FIGURE 18. R values comparison for the 6 cover images for the same data set.

C. STRUCTURAL SIMILARITY INDEX MATRIX (SSIM)

SSIM (x, y) =

(
2µxµy + c1

) (
2σxy + c2

)(
µ2
xµ

2
y + c2

) (
σ 2
x + σ 2

y + c2
) (3)

Figure 13 plots SSIM of 6 cover images for HM which are
all close to preferred value of 1. Figure 13 shows that image
3 has the best SSIM value of 1. Table 7 it can be deduce that
HM achieved better SSIM value than [17], [29], and [36].

D. SIGNAL TO NOISE RATIO (SNR)

SNR = 10 log10

∑L
i=1 (c1 (i)− c2 (i))2∑L

i=1
(
c1 (i)2

) (4)

Figure 14 depicts the minimum SNR values of 6 cover
images after implementingHM. Here cover image 6 achieved
the best value. Table 8 compares test values for various tests
such as BER, MAPE, RMSE, SNR, PRD, CR, FSIM, KLD,
and Cv.

Table 8 SNR value of 0.0492 indicates negligible addition
of noise in the retrieved X-ray image compared [7], [33].

E. NUMBER OF PIXEL CHANGE RATE (NPCR)

d (i, j) =
{
0 c1 (i, j) = c2 (i, j)
1 otherwise

(5)
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FIGURE 19. KLD value comparison for the 6 cover images for the same data set.

FIGURE 20. BER values for the 6 cover images.

FIGURE 21. Entropy values comparison for the 6 cover images for the same data set.

NPCR =

∑
(i,j) D (i, j)

m× n
× 100 (6)

Figure 15 shows NPCR values of 6 cover images achieved
after implementing HM. Table 7 tabulates NPCR values
for HM compared with [3], [4], [17], [29], [34], [35],
and [36].
Preferred value of NPCR which is greater than 99 %. HM

achieved a value close to 95.5.

F. UNIFIED AVERAGE CHANGING INTENSITY (UACI)

UACI =
1

m× n

∑
i,j

∣∣c1 (i, j) −c2 (i, j)
∣∣

255

× 100 (7)

In Figure 16 plots UACI values achieved after implement-
ing HM on 6 cover images. Table 7 quotes UACI values for
the cited work [3], [4], [17], [29], [34], [35], [36] where able
to achieve preferred value of 33.
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FIGURE 22. MAPE value for 6 cover images.

FIGURE 23. PRD values for the 6 cover images.

FIGURE 24. CV value comparison for the 6 cover images.

G. ROOT MEAN SQUARE ERROR (RMSE)

RMSE =
√
MSE (8)

RMSE value of 7.48E-05 was achieved in Table 8.

H. PEARSON CORRELATION (R)

R (Ac,Re) =
Cov (Ac,Re)

σAcσRe
(9)

Figure 18 plotsR values forHMmethod for 6 cover images.
Table 7 compares HM with the cited work [3], [4], [17], [29],
[35], [36], [37] for R values.

I. KULLBACK-LEIBLER DIVERGENCE (KLD)

KLD =
∫
c2 (x) log

c1 (x)
c2 (x)

(10)

Figure 19 KLD values for the 6 cover images for HM.
Table 8 KLD values are compared with [33].

J. BIT ERROR RATE (BER)

BER =

∑
i c1

⊗
c2

L
(11)
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FIGURE 25. CR values comparison for the 6 cover images.

TABLE 9. The minimum value achieved for HM on a data set of 5856 x-ray images while dealing with 6 cover images.

TABLE 10. One of the maximum value achieved after implementing HM on data set of 5856 X-ray images for 6 cover images.

Table 8 shows that good result values were achieved for
BER. While Figure 20 diagrammatically compares the result
for 6 cover images.

K. ENTROPY (E)

E = −
n∑
i=1

P (ci) log2P (ci) (12)

In table 7 it can seen that HM achieved Entropy [44] value
of 7.839. The best value for Entropy is close to 8 [2], [3], [4],

[13], [17]. The 6 cover images comparative plot is shown in
Figure 21.

L. MEAN ABSOLUTE PERCENTAGE ERROR (MAPE)

MAPE =
1
L

L∑
i=1

(∣∣c1 (i)− c2 (i)
∣∣

ci (i)

)
100 (13)

Figure 22 plots the MAPE values for the 6 cover
images. Table 8 compares HM value with the cited
work.
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TABLE 11. Average values achieved after implementing HM one at a time on data set of 5856 secret X-ray images with 6 cover images.

M. PERCENTAGE RESIDUAL DIFFERENCE (PRD)

PRD =

√∑n
i=1 (c2 (i)− c2 (i))2∑L

i=1 (c1 (i))2
× 100 (14)

PRD is plotted in Figure 23 while its value is tabulated in
Table 8.

N. COEFFICIENT OF VARIATION (CV)

std =

√∑
(Ac − µ)

n
(15)

mean =

∑
Ac
n

(16)

CV =
std(img)
mean(img)

(17)

Table 8 indicates a good value for CV test. In case the
number of input X-ray images are increased beyond 5856.
Then total time which was in minutes could increase to a few
more minutes or even an hour as per the increase in count.
The largest dimension of X-ray image is 1408 × 1304 if it
is also increased then during EBS its dimensions would be
normalized. The HM will work properly for both cases and
yield results appropriately. The results achieved for 6 cover
images based on their minimum, maximum, and average
performance test values are shown in Table 9, Table 10, and
Table 11.

VI. CONCLUSION AND FUTURE SCOPE
HM enhanced the security and privacy of EMI on storage or
while being transmitted on an insecure transmission channel
from hackers and attacks. HM is reversible as all the 5856 X-
ray images were retrieved back. HM, combines edge-based
steganography, with five layers of cryptography. Therefore,
HM has properties of both steganography and cryptography
methods such as confidentiality, integrity, payload capacity,
etc. Confusion and diffusion properties of cryptography have
enhanced the security ofHM.HM took an average encryption
time of 0.37 sec and a decryption time of 3.9275 sec. Thus,
less computational time is taken to secure EMI. EMI secured
using HM could be accessed in real-time through RTA. HM
can be used in future by hospitals for real-time security of

EMI while storing them on third-party cloud storage or while
being communicated.

Further, HM achieves better value for standard perfor-
mance tests such as PSNR, SNR, SSIM, R, PRD, RMSE,
Entropy, MAPE, etc. Hence, enhancing the security and
privacy of EMI. These tests help conclude that the secret X-
ray images extracted after the reversal of HM are the same as
the original X-ray images. Therefore, reliable, confidentiality,
privacy, and enhanced security of EMI. In future, 3Dmedical
images can also be secured using theHMwhile incorporating
it with an AI algorithm for edge detection which would work
on all types of cover images. 3D medical images are slices
of images of the same body part from different angles which
are taken to get a better diagnosis. Hence implementing HM
could enhance their security. In future, a performance testing-
based comparison study for the HM, LSB, and DWT could be
implemented.
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